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Office of the Secretary of Defense § 154.77 

program matters within the Depart-
ment: 

(1) Provide program management 
through issuance of policy and oper-
ating guidance. 

(2) Provide staff assistance to the 
DoD Components and defense agencies 
in resolving day-to-day security policy 
and operating problems. 

(3) Conduct inspections of the DoD 
Components for implementation and 
compliance with DoD security policy 
and operating procedures. 

(4) Provide policy, oversight, and 
guidance to the component adjudica-
tion functions. 

(5) Approve, coordinate and oversee 
all DoD personnel security research 
initiatives and activities. 

(b) The General Counsel shall ensure 
that the program is administered in a 
manner consistent with the laws; all 
proceedings are promptly initiated and 
expeditiously completed; and that the 
rights of individuals involved are pro-
tected, consistent with the interests of 
national security. The General Counsel 
shall also ensure that all relevant deci-
sions of the courts and legislative ini-
tiatives of the Congress are obtained 
on a continuing basis and that analysis 
of the foregoing is accomplished and 
disseminated to DoD personnel secu-
rity program management authorities. 

(c) The Heads of the Components 
shall ensure that: 

(1) The DoD personnel security pro-
gram is administered within their area 
of responsibility in a manner con-
sistent with this part. 

(2) A single authority within the of-
fice of the head of the DoD Component 
is assigned responsibility for admin-
istering the program within the Com-
ponent. 

(3) Information and recommendations 
are provided the Assistant Secretary of 
Defense for Command, Control, Com-
munications, and Intelligence 
(ASD(C31)) and the General Counsel at 
their request concerning any aspect of 
the program. 

[52 FR 11219, Apr. 8, 1987, as amended at 58 
FR 61026, Nov. 19, 1993] 

§ 154.77 Reporting requirements. 
(a) The OASD(C31) shall be provided 

personnel security program manage-
ment data by the Defense Data Man-

power Center (DMDC) by December 31 
each year for the preceding fiscal year. 
To facilitate accurate preparation of 
this report, all adjudicative determina-
tions must be entered into the DC11 by 
all DoD central adjudication facilities 
no later than the end of the fiscal year. 
The information required below is es-
sential for basic personnel security 
program management and in respond-
ing to requests from the Secretary of 
Defense and Congress. The report shall 
cover the preceding fiscal year, broken 
out by clearance category, according to 
military (officer or enlisted), civilian 
or contractor status and by the central 
adjudication facility that took the ac-
tion, using the enclosed format: 

(1) Number of Top Secret, Secret, and 
Confidential clearances issued; 

(2) Number of Top Secret, Secret, and 
Confidential clearances denied; 

(3) Number of Top Secret, Secret, and 
Confidential clearances revoked; 

(4) Number of SCI access determina-
tions issued; 

(5) Number of SCI access determina-
tions denied; 

(6) Number of SCI access determina-
tions revoked; and 

(7) Total number of personnel holding 
a clearance for Top Secret, Secret, 
Confidential and Sensitive Compart-
mented Information as of the end of 
the fiscal year. 

(b) The Defense Investigative Service 
(DIS) shall provide the OASD(C3I) a 
quarterly report that reflects inves-
tigative cases opened and closed during 
the most recent quarter, by case cat-
egory type, and by major requester. 
The information provided by DIS is es-
sential for evaluating statistical data 
regarding investigative workload and 
the manpower required to perform per-
sonnel security investigations. Case 
category types include National Agen-
cy Checks (NACs); Expanded NACs; 
Single Scope Background Investiga-
tions (SSBIs), Periodic Reinvestiga-
tions (PRs); Secret Periodic Reinves-
tigations (SPRs); Post Adjudicative 
(PA); Special Investigative Inquiries 
(SIIs); and Limited Inquiries (LIs). This 
report shall be forwarded to OASD(C3I) 
within 45 days after the end of each 
quarter. 
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(c) The reporting requirement for 
DMDC and DIS has been assigned Re-
port Control Symbol DD-C3I(A) 1749. 

[58 FR 61026, Nov. 19, 1993] 

§ 154.78 Inspections. 
The heads of DoD Components shall 

assure that personnel security program 
matters are included in their adminis-
trative inspection programs. 

APPENDIX A TO PART 154— 
INVESTIGATIVE SCOPE 

This appendix prescribes the scope of the 
various types of personnel security inves-
tigations. 

1. National Agency Check (NAC). Compo-
nents of a NAC. At a minimum, the first 
three of the described agencies (DCII, FBI/ 
HQ, and FBI/ID) below shall be included in 
each complete NAC; however, a NAC may 
also include a check of any or all of the 
other described agencies, if appropriate. 

a. DCII records consist of an alphabetical 
index of personal names and impersonal ti-
tles that appear as subjects or incidentals in 
investigative documents held by the crimi-
nal, counterintelligence, fraud, and per-
sonnel security investigative activities of 
the three military departments, DIS, De-
fense Criminal Investigative Service (DCIS), 
and the National Security Agency. DCII 
records will be checked on all subjects of 
DoD investigations. 

b. FBI/HQ has on file copies of investiga-
tions conducted by the FBI. The FBI/HQ 
check, included in every NAC, consists of a 
review of files for information of a security 
nature and that developed during applicant- 
type investigations. 

c. An FBI/ID check, included in every NAC 
(but not ENTNAC), is based upon a technical 
fingerprint search that consists of a classi-
fication of the subject’s fingerprints and 
comparison with fingerprint cards submitted 
by law enforcement activities. If the finger-
print card is not classifiable, a ‘‘name check 
only’’ of these files is automatically con-
ducted. 

d. OPM. The files of OPM contain the re-
sults of investigations conducted by OPM 
under Executive Orders 9835 and 10450, those 
requested by the Nuclear Regulatory Com-
mission (NRC), the Department of Energy 
(DOE) and those requested since August 1952 
to serve as a basis for ‘‘Q’’ clearances. Prior 
to that date, ‘‘Q’’ clearance investigations 
were conducted by the FBI. A ‘‘Q’’ clearance 
is granted to individuals who require access 
to DOE information. In order to receive a 
‘‘Q’’ clearance, a full field background inves-
tigation must be completed on the individual 
requiring access in accordance with the 
Atomic Energy Act of 1954. Also on file are 

the results of investigations on the operation 
of the Merit System, violations of the Vet-
erans Preference Act, appeals of various 
types, fraud and collusion in Civil Service 
examinations and related matters, data on 
all Federal employment, and an index of all 
BIs on civilian employees or applicants com-
pleted by agencies of the Executive Branch 
of the U.S. Government. The OPM files may 
also contain information relative to U.S. 
citizens who are, or who were, employed by 
a United Nations organization or other pub-
lic international organization such as the 
Organization of American States. OPM 
records are checked on all persons who are, 
or who have been, civilian employees of the 
U.S. Government; or U.S. citizens who are, 
or who have been, employed by a United Na-
tions organization or other public inter-
national organization; and on those who 
have been granted security clearances by the 
NRC or DOE. 

e. Immigration and Naturalization Service 
(I&NS). The files of I&NS contain (or show 
where filed) naturalization certificates, cer-
tificates of derivative citizenship, all mili-
tary certificates of naturalization, repatri-
ation files, petitions for naturalization and 
declaration of intention, visitors’ visas, and 
records of aliens (including government offi-
cials and representatives of international or-
ganizations) admitted temporarily into the 
U.S. I&NS records are checked when the sub-
ject is: 

(1) An alien in the U.S., or 
(2) A naturalized citizen whose naturaliza-

tion has not been verified, or 
(3) An immigrant alien, or 
(4) A U.S. citizen who receives derivative 

citizenship through the naturalization of one 
or both parents, provided that such citizen-
ship has not been verified in a prior inves-
tigation. 

f. State Department. The State Depart-
ment maintains the following records: 

(1) Security Division (S/D) files contain in-
formation pertinent to matters of security, 
violations of security, personnel investiga-
tions pertinent to that agency, and cor-
respondence files from 1950 to date. These 
files are checked on all former State Depart-
ment employees. 

(2) Passport Division (P/D) shall be checked 
if subject indicates U.S. citizenship due to 
birth in a foreign country of American par-
ents. This is a check of State Department 
Embassy files to determine if subject’s birth 
was registered at the U.S. Embassy in the 
country where he was born. Verification of 
this registration is verification of citizen-
ship. 

g. Central Intelligence Agency (CIA). The 
files of CIA contain information on present 
and former employees, including members of 
the Office of Strategic Services (OSS), appli-
cants for employment, foreign nationals, in-
cluding immigrant aliens in the U.S., and 

VerDate Mar<15>2010 10:15 Aug 28, 2012 Jkt 226126 PO 00000 Frm 00658 Fmt 8010 Sfmt 8002 Y:\SGML\226126.XXX 226126em
cd

on
al

d 
on

 D
S

K
67

Q
T

V
N

1P
R

O
D

 w
ith

 C
F

R


		Superintendent of Documents
	2012-09-08T04:22:44-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




